INTELSAT S.A.

Code of Business Conduct and Ethics

Introduction
Intelsat S.A. and its subsidiaries (collectively, “Intelsat”) are committed to the highest standards of ethical business conduct, including compliance with the letter and the spirit of all applicable laws, rules and regulations. Intelsat expects that its directors, officers, employees, contractors and agents will observe the highest standards of integrity in the conduct of Intelsat’s business.

This Code of Business Conduct and Ethics (“Code”) sets forth the high standards of ethics and integrity required of Intelsat’s directors, officers, employees, contractors and agents when conducting business affairs on behalf of Intelsat. You are required to read thoroughly and abide scrupulously by the provisions of the Code. Regardless of your role at Intelsat, you are accountable for your decisions and actions. If you do not understand any aspect of the Code or are unsure about how the Code applies to a given situation, you are encouraged to discuss the Code or the applicable situation with your supervisor or the General Counsel or Corporate Compliance Manager in the General Counsel’s office. Each of you will be required to certify annually that you have read, understand and are complying with the Code. The Code will be enforced vigorously, and any individual found to be in violation of the Code will be subject to appropriate discipline, which may include immediate termination of employment. See “Violations of the Code”. Intelsat’s directors and certain executive officers and senior financial officers under the rules of the US Securities Exchange Commission are subject to additional Intelsat policies, including a Code of Ethics for Senior Financial Officers and a Related Person Transactions Policy.

Acceptance of Gifts and Business Courtesies
As a general rule, you may not accept any favor, gift, free service, discount on personal purchases, trip, entertainment, or special consideration of any kind that is of significant value, whether solicited or unsolicited, in connection with the conduct of Intelsat’s business. Significant value means value in excess of US$500. If you receive a gift of significant value, you must report it to your manager for determination as to disposition. In no event may you accept a cash gift.

If there is any doubt as to whether a gift can be accepted, it should be returned.
There may be occasions when the acceptance of a business courtesy appears to comply with Intelsat policy but would nevertheless be inappropriate because of the circumstances. You are expected to use sound judgment when accepting business courtesies and to avoid any situation that could give rise to the appearance of impropriety. If you are responsible for making or influencing company purchasing decisions or other business relationships with third parties, you must be particularly sensitive to this policy. You have an obligation to protect Intelsat’s reputation for integrity.

**Accounting Policies and Practices**
Intelsat is committed to making and keeping records, books and accounts that in reasonable detail accurately and fairly present transactions and the disposition of assets. This means that when you are called upon to provide any financial information or data to Intelsat’s finance group or any other department, you must provide accurate and complete information to the best of your knowledge and ability.

You are prohibited from directly or indirectly falsifying or causing to be misleading any financial or accounting book, record, or account. In addition, you are prohibited from directly or indirectly manipulating an audit and from destroying or tampering with any record or document with the intent to obstruct a pending or contemplated audit, review, or governmental investigation.

You should promptly bring to the attention of the company any information you have concerning significant deficiencies in the design or operation of internal controls that could adversely affect Intelsat’s ability to record, process, summarize and report financial data or concerning any fraud, whether or not material, involving individuals with a role in Intelsat’s financial reporting, public disclosure or internal controls. You should report this information to the General Counsel, the Corporate Compliance Manager, or to the Chairman of the Audit Committee of Intelsat S.A.’s Board of Directors. You may contact the Chairman of the Audit Committee of Intelsat S.A.’s Board of Directors by sending an e-mail to auditcommittee@intelsat.com. You may also report such information anonymously by calling the Intelsat hotline at 202-944-8200, where you may leave a voicemail. (The caller ID feature to this line has been disconnected.)

**Amendments and Modifications to and Waivers from the Code**
Intelsat may, at its sole discretion, amend or modify the terms of the Code and any related policies and procedures at any time. Any such amendments or modifications shall become effective immediately.
Any waiver of this Code that applies to any executive officer or director may only be made by the Board of Directors or a duly appointed Board committee. Notice of any substantive amendments to the Code or waivers, including implicit waivers, from the Code that apply to any executive officer or director will be posted on Intelsat’s website within five business days of such amendments or waivers or shall otherwise be disclosed as required or permitted under applicable laws, rules or regulations. Any such notice posted on Intelsat’s website shall remain available for at least 12 months and shall be retained in Intelsat’s files as required by law.

**Anti-Boycott, Sanctions and Import/Export Laws**

Intelsat is committed to compliance with all applicable anti-boycott laws, sanctions regulations and import/export control laws and regulations.

U.S. anti-boycott laws prohibit Intelsat from participating in, and require it to report to authorities any request to participate in, a boycott of a country or business with a country. You should immediately report any such request to the General Counsel or Director of Trade Compliance. In addition, Intelsat policy prohibits engaging in business with any governmental entity or any organization or individual where doing so is prohibited by applicable law.

The Trade Compliance department maintains an Intranet site designed to facilitate your understanding of and compliance with U.S. sanctions regulations and U.S. import/export control laws and regulations. You should familiarize yourself with the information contained in that site.

**Anti-Kickback Rules / Bribery**

Soliciting or accepting any kickback or bribe in connection with any business activity is strictly prohibited under this Code.

In addition, the offering of a kickback or bribe, including any form of payment, advantage, or favor intended to influence someone to act (or to refrain from acting) in a particular way, is prohibited by the Code and by law.

Regarding non-U.S. activities, under the Foreign Corrupt Practices Act of the United States, it is prohibited for Intelsat, any Intelsat personnel, or anyone acting on behalf of Intelsat to give, offer, promise, or authorize a payment to a non-U.S. official, political party or official or candidate for political office in connection with obtaining or retaining business for Intelsat. It is prohibited to offer or pay anything of value if it is known or there is reason to know that all or part of such payment will be used for such prohibited purposes. This restriction includes the use of agents or intermediaries to pay-off non-U.S. officials. The Foreign Corrupt Practices Act also
imposes significant internal accounting and recordkeeping requirements on Intelsat. All inquiries on this subject, including questions about minor payments for certain routine governmental actions that may be allowable under certain limited circumstances, should be directed to the General Counsel or Director of Trade Compliance.

**Antitrust and Competition Laws**
Intelsat is committed to full compliance with all applicable antitrust and competition laws and regulations. As part of this commitment, Intelsat policy prohibits entering into any agreements or arrangements with competitors regarding, among other things, pricing, terms, conditions of sale, allocation of customers or markets or territories or other areas that otherwise attempt to improperly limit competition. You may not enter into any understanding or agreement, express or implied, formal or informal, written or oral, with an actual or potential competitor that would illegally limit or restrict either party's actions. Anticompetitive behavior in violation of competition laws can result in criminal and civil penalties for individuals and Intelsat.

**Communications Laws**
Intelsat is committed to full compliance with all of the laws and regulations of the U.S. Federal Communications Commission and the International Telecommunication Union and all other applicable communications laws and regulations.

**Competitor Information**
While collecting information about competitors from legitimate sources is proper and often necessary, it is improper for you to seek confidential information from a new employee who recently worked for a competitor or to misrepresent your identity in the hopes of getting confidential information from a competitor. Any form of questionable intelligence gathering is strictly against Intelsat policy.

**Compliance with other Intelsat Policies**
You shall comply with all other Intelsat policies, including, but not limited to, those set forth in the Employee Handbook.

**Confidential Information and Securities Trading**
To protect Intelsat's strategic and general business interests at all times and ensure compliance with the U.S. federal securities laws since Intelsat is a reporting company under the U.S. Securities Exchange Act of 1934 (the "Exchange Act"), Intelsat has in place a strict securities trading policy. See Attachment A.
Non-Disclosure of Confidential Intelsat Information

In addition, you are required to maintain the confidentiality of Intelsat information, and this impacts the ways in which Intelsat and you communicate business and financial information and include the following two general guidelines:

Do not disclose confidential Intelsat information to anyone outside of Intelsat at any time. The list of persons to whom the disclosure of such information is prohibited includes, but is not limited to:

- Intelsat shareholders
- trade and financial media
- stockbrokers
- investment managers
- customers
- suppliers
- persons in online chat rooms
- personal acquaintances, including members of your family, members of your household and friends

Only persons authorized by Intelsat should respond to inquiries about the company. Refer anyone (including, for example, shareholders, stockbrokers and investment managers) with questions on financial matters or any questions from investors or members of the financial press to the Vice President, Investor Relations or the Chief Financial Officer of Intelsat S.A. Direct questions from the general and trade press to the [Director], Corporate Communications.

Safeguarding confidential Intelsat information requires you to follow certain simple procedures, including the following:

- Not discussing confidential matters in the public corridors of our office buildings or in elevators.
- Not leaving sensitive documents on your desk or the desks of other employees, in conference rooms or in other public areas of the office buildings.
- Making efforts to avoid reviewing confidential documents in public or, if that is not practicable, paying special attention to keeping Intelsat information confidential while reviewing documents in a public place.
- Avoiding the discussion of Intelsat information in a public place or any place where a conversation may be overheard, including on your cell phone. If you must have a
conversation in a public place, such as an airport or a restaurant, you should use the utmost discretion so as not to be overheard and should make every effort to discuss the information in such a way that it cannot be identified if it is overheard.

With respect to the Internet, you and your family members are prohibited from participating in or responding to online chatter about Intelsat in stock chat rooms such as Silicon Investor, the Motley Fool, Raging Bull and Yahoo! Finance, both at the office and while conducting personal computing activities. In addition, you are not allowed to discuss anything related to Intelsat (even if seemingly supportive) in any Internet chat room. These rules are designed to prevent the interpretation of any comment from you as a communication from a company spokesperson, or of a comment on only one aspect of a discussion as acknowledging the accuracy of all other information in the chat room.

It is improper for you, during or subsequent to your employment with Intelsat and without proper authorization, to give or make available to anyone or use for your benefit any confidential Intelsat information.

In addition to Intelsat's policy with respect to confidential Intelsat information, you must treat the confidential information of third parties with which Intelsat deals with the utmost care to ensure that it is not disseminated inappropriately to other individuals or organizations. It is improper for you, during or subsequent to your employment with Intelsat and without proper authorization, to give or make available to anyone, or use for your benefit, information of a confidential nature relating to any third parties with which Intelsat deals. Confidentiality must be strictly maintained, and you should use sound judgment in this regard.

**Conflicts of Interest**

A conflict of interest arises when you have an interest in a business or property or an obligation to another person that could affect your judgment in fulfilling your responsibilities to Intelsat. You must make business decisions and take actions in the best interests of Intelsat and should not be influenced by personal considerations or relationships. As a result, you are expected to refrain from any activity or investment that is inconsistent, or might appear to be inconsistent, with the best interests of Intelsat. This prohibition includes business, financial and other relationships with suppliers, customers and competitors of Intelsat. You may not use the facilities of, or identification with, Intelsat to carry on a private business or profession.

Membership on the board of directors of an outside for-profit organization that does not have a competitive or other significant commercial relationship with Intelsat is permitted, provided that
you obtain the written authorization of the General Counsel or the Corporate Compliance Manager to become a member of such board. However, you may not engage in a profit or non-profit activity outside employment with Intelsat if this activity is in competition with Intelsat or provides goods, services, or assistance to a competitor; involves doing business with a supplier of goods or services to Intelsat or any Intelsat customer; or interferes with your assigned duties at Intelsat.

For purposes of this Code, the following do not constitute a conflict of interest or the appearance of a conflict of interest and are not reportable:

- ownership of shares in mutual funds if you or parties related to you have no control over the choice of stocks to be included in the mutual fund portfolio;
- membership on boards of non-profit organizations (e.g., homeowner associations, parent-teacher associations, religious institutions, hobby clubs, professional associations); and
- receipt of any pension from the government of any country or from any previous employer.

You must report actual or potential conflicts of interest to your supervisor, the General Counsel, or Corporate Compliance Manager.

**Corporate Opportunity and Use of Company Assets**

You are entrusted with a significant amount of information and with various tools and resources that Intelsat expects to be used for legitimate business purposes. Using Intelsat information, tools and resources to identify or exploit opportunities for personal gain is not acceptable. In addition, you are responsible and accountable for the proper expenditure of Intelsat funds, including money spent for travel expenses and customer entertainment. Any such funds should be used only for legitimate business purposes. Intelsat property may not be sold, loaned or given away regardless of condition or value without proper authorization.

**Data Protection**

Intelsat is committed to full compliance with all applicable data protection laws and regulations.

**Disclosure of Company Information**
Intelsat is committed to providing full, fair, accurate, timely, transparent and understandable disclosure in all reports and documents that it files with or submits to the U.S. Securities and Exchange Commission and other U.S. and non-U.S. regulatory agencies, self-regulatory agencies and governmental entities, as well as in all other public communications that Intelsat makes. Intelsat is committed to compliance with all applicable laws, rules, regulations and obligations regarding the disclosure of information, including obligations of confidentiality, to third parties. Any omission, misstatement or lack of attention to detail could result in a violation of applicable laws, rules or regulations and will not be tolerated. You should promptly bring to the attention of the General Counsel any material information of which you become aware that affects any of the public disclosures made by Intelsat.

Intelsat recognizes the rights of stakeholders to obtain information about the company. Only persons authorized by Intelsat should respond to media or investor inquiries. You should refer any questions from investors or members of the financial press to the Vice President, Investor Relations or the Chief Financial Officer of Intelsat S.A. See "Confidential Information and Securities Trading" for further information regarding the disclosure of Intelsat information.

**Employment / Labor**

Intelsat is committed to compliance with all applicable employment and labor laws in the conduct of its business and strives to maintain an open, fair, and honest relationship with you.

All employment-related decisions will be made without regard to race, color, religion, sex, sexual orientation, national origin, age, disability, veteran status, marital status, or other classification protected by applicable law.

Intelsat will not tolerate harassment of any kind on the basis of a person’s race, color, religion, sex, sexual orientation, national origin, age, disability, veteran status, marital status or other classifications protected by law. All complaints will be investigated fully and fairly. Malicious harassment, even if not prohibited by law, will not be tolerated.

Intelsat is committed to compliance with all applicable laws regarding accommodation of qualified applicants and personnel with physical or other disabilities recognized by law, as well as the needs of personnel due to religious beliefs or other legitimate reasons.

Intelsat is committed to compliance with all applicable laws and regulations related to payment of wages, including all recordkeeping obligations concerning hours of work.
A full description of Intelsat's policies on these matters is contained in the Employee Handbook. The above general descriptions are broad summaries, subject to the specific policies set forth in the Employee Handbook.

**Filing of Government Reports**
Any reports or information provided to any governmental entity in any country should be true, complete, and accurate. Any omission, misstatement or lack of attention to detail can result in a violation of reporting laws, rules and regulations and will not be tolerated.

**Finder's Fees, Agents, and Commissions**
A finder is any person who receives a monetary or other benefit for soliciting, securing, or retaining any business agreement or financial service on behalf of Intelsat. Under no circumstances shall finder’s fees or other commissions be paid to you by any third party for Intelsat-related activities. Where payment of a finder’s fee or agent's fee or commission to a third party is required in order to conclude a business transaction, the third party must be approved and cleared in advance by the Director of Trade Compliance.

**Media Inquiries**
Refer to the sections entitled “Disclosure of Company Information” and “Confidential Information and Securities Trading.”

**Non-Retaliation for Reporting**
Intelsat policy prohibits taking or threatening any action against you as retaliation for your good faith reporting of an actual or potential violation of the Code or actual or potential violation of any law, rule, or regulation. However, if you were involved in improper activity, you may be appropriately disciplined even if you are the one disclosing the improper activity. In such circumstances, your conduct in reporting the activity may be considered as a mitigating factor in any disciplinary action.

If you believe you have been retaliated against in violation of the Code, you should report the matter promptly to the General Counsel.

**Political Activities**
Intelsat is committed to compliance with all applicable laws, rules and regulations concerning the lobbying of governments. An Intelsat-approved Political Action Committee makes contributions to political candidates or parties only to the extent permitted by applicable laws, rules and regulations.
Procurement Integrity
You must strictly adhere to ethical standards in all procurement matters in which Intelsat is involved.

In the context of a U.S. governmental agency procuring goods or services from Intelsat, Intelsat is committed to full compliance with all applicable laws and regulations, including the obligation to timely disclose to the contracting agency any violation of the civil or criminal law concerning fraud, conflict of interest, bribery or unlawful gratuity. It is against Intelsat policy to knowingly:

- make, directly or indirectly, any offer or promise of future employment or business opportunity to, or engage, directly or indirectly, in any discussion of future employment or business opportunity with, any government procurement official;
- offer, give, or promise to offer or give, directly or indirectly, any money, gratuity, or other thing of value to any government procurement official; or
- solicit or obtain, directly or indirectly, from any officer or employee of the procuring governmental agency before award of a contract any proprietary or source selection information regarding the pending procurement.

Intelsat may not provide compensation to or hire or retain a former official of a United States governmental agency for a period of one year after the official participated in a contract award to Intelsat in excess of US$10 million, paid or settled an Intelsat claim in excess of US$10 million, or approved issuance of payment to Intelsat in excess of US$10 million.

Prohibited Substances
You must comply with Intelsat's rules and policies prohibiting the use of alcohol and drugs while on company premises. A full description of this policy is set forth in the Employee Handbook.

Record Retention
You must comply with the record retention policy set forth in the Corporate Compliance section of the Intranet.

Related-Party Transactions
You may not enter into any business transaction, including entering into any procurement, consultancy, financing or other contract of a similar nature, on behalf of Intelsat, with a party related to you or to other Intelsat personnel unless the General Counsel or the Corporate Compliance Manager, after full disclosure by you and the party concerned, determines in writing
that the transaction is appropriate and in the best interests of Intelsat. Related-party transactions shall include any transaction between Intelsat and:

any organization in which you have a financial interest, or by which your spouse, child, sibling, parent, in-law or present or former business associate is employed or in which such an individual has a financial interest;
your spouse, child, sibling, parent, in-law or present or former business associate;
an organization in which you are serving, or have served at any time during the preceding five years, as an officer, director, trustee, or partner; and
any individual or organization with whom you are negotiating or have recently negotiated, or with which you have any other arrangement, concerning prospective employment.

Safety, Health, and Environmental Protection
Intelsat is committed to operating company facilities in a manner that is environmentally responsible and that ensures the protection of the health and safety of all personnel and the public. You are responsible for conducting your work activities in a safe and environmentally responsible manner and for bringing to the attention of your supervisor or the General Counsel or Corporate Compliance Manager any actual or potentially hazardous workplace condition.

Service Quality
Intelsat is committed to developing and delivering quality services that, in all respects, meet contractual obligations and Intelsat’s quality standards. You should report any substandard performance that you observe to your supervisor.

Supplier and Customer Relations
Relations with suppliers and customers should be professional and business-like. It is acceptable to exchange small courtesies and pleasantries that are typical between people working together. Common sense should apply where a supplier or customer attempts to provide gifts or other things of value to you or one of your family members in order to advance the business relationship. Refer also to the section of the Code entitled “Acceptance of Gifts and Business Courtesies.” You should not make any payment in any form, whether directly or indirectly, for the purpose of obtaining or retaining business or obtaining any other favorable action.

Meals and other forms of reasonable entertainment with current or potential suppliers or customers are acceptable if there is a legitimate business purpose for them, though they should
not be a regular practice. You should not permit a supplier or customer to pay for all business meals or entertainment. Instead, you should work out an equitable arrangement, such as splitting the bill or charging the cost to your expense account with an explanation of the business purpose.

Non-business related meals and other forms of entertainment with current or potential suppliers and customers are not generally allowed. If you believe that circumstances warrant the acceptance of such a courtesy, you should advise your supervisor in advance and obtain his/her permission.

Matters of commercial sensitivity that do not apply directly to the relationship between Intelsat and a supplier or customer should not be discussed with the supplier or customer concerned. For example, you should not discuss with a supplier or customer the pricing or other commercial terms applicable to another supplier or customer or seek from a supplier or customer commercially sensitive information about any other supplier, customer, or competitor of Intelsat.

Violations of the Code

It is everyone’s responsibility to uphold the Code. If you learn of any actual or apparent violation of the Code, you should report it immediately to your supervisor or to the General Counsel or Corporate Compliance Manager. You may also make report to the employee hotline number at 202-944-8200, where you may leave a voicemail message. Although providing your name and other relevant information would facilitate investigation of the issues that you report, the caller ID feature to the employee hotline has been disconnected so that you may make anonymous reports. Intelsat will investigate fully any report of a Code violation and, if requested, will keep confidential to the extent possible the identity of the person reporting the violation. You are expected to cooperate fully in any such investigation. Your failure or refusal to cooperate in any such investigation could result in termination of employment or other disciplinary action.

Any individual who is determined after an investigation to have engaged in conduct in violation of the Code shall be subject to disciplinary action, which may include reimbursement for any losses or damages to Intelsat resulting from the violation, immediate termination of employment and, in serious instances, possible criminal prosecution. In particular, disciplinary action may be taken against you if:

- you authorize or participate in actions that are in violation of the Code;
- you have deliberately failed to report a violation or deliberately withheld relevant and material information concerning a violation of the Code;
you are the manager or supervisor of the individual who has violated the Code, to the extent that the circumstances of the violation reflect your negligence or lack of diligence; or
you retaliate, directly or indirectly, or encourage others to do so against those who report violations of the Code.

Acknowledgement
You will be required to certify annually that you have read, understand and are complying with this Code of Business Conduct and Ethics and any related policies and procedures referred to herein.

Attachment A - Securities Trading Policy

Any questions about complying with or interpreting any part of the Code of Business Conduct and Ethics should be directed to a supervisor, to the General Counsel, or to Intelsat’s Corporate Compliance Manager.
To Directors, Officers and Employees of Intelsat S.A. and its subsidiaries (collectively, the “Company”):

Attached is the Securities Trading Policy (the “Policy”) for directors, officers and employees of the Company, which has been adopted by the Board of Directors. Please read this Policy very carefully.

The Policy

The purchase or sale of, or other transactions in, publicly traded securities of the Company or its subsidiaries while you are aware of material nonpublic information, or the disclosure of material nonpublic information to others who may reasonably be expected to trade in publicly traded securities of the Company or its subsidiaries, is prohibited by U.S. federal securities laws.

U.S. federal securities laws impose liability not only on persons who trade, or tip inside information to others who trade, but on companies and other controlling persons who fail to take reasonable steps to prevent insider trading by company employees. As a result, if we do not take active steps to adopt preventive policies and procedures covering securities trades by personnel (including service providers) of the Company, the consequences could be severe.

In addition to responding to U.S. federal securities laws, we have adopted this Policy to avoid even the appearance of improper conduct on the part of anyone employed by or associated with the Company (not just so-called “insiders”). We have all worked hard over the years to establish our reputation for integrity and ethical conduct. We cannot afford to have that reputation damaged.

In addition to the limitations on trading contained in this Policy, directors and officers of the Company, as well as beneficial owners of more than 10% of the Company’s common shares, are now subject to certain reporting requirements under Section 16 of the U.S. Securities Exchange Act of 1934 (the “Exchange Act”). In addition, any person who beneficially owns more than 5% of the Company’s common shares is subject to certain reporting requirements under Section 13(d) of the Exchange Act. You should contact the Company’s General Counsel or his or her designee if you need further information with respect to these reporting obligations.

The Consequences
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The U.S. Securities and Exchange Commission (the “SEC”) and the U.S. securities exchanges are extremely effective in detecting insider trading. The SEC and the U.S. Department of Justice have prosecuted cases involving trading or tipping by employees at all levels of a business, trading or tipping by family members and friends, trading involving offshore accounts and trading involving only a small amount of stock. The consequences of insider trading violations can be severe:

For individuals who trade on inside information (or tip information to others):

- civil penalties of up to three times the profit gained or loss avoided;
- criminal fines (no matter how small the profit); and
- jail terms.

For a company (as well as possibly any supervisory person) that fails to take appropriate steps to prevent illegal trading, civil and criminal penalties.

Moreover, if any employee violates this Policy, Company-imposed sanctions, including dismissal for misconduct or cause, could result. Needless to say, any of the above consequences, even an investigation by the SEC that does not result in prosecution, can tarnish the reputation of the Company, its management and the person involved, and irreparably damage a career.

If you have any questions, please feel free to contact the Company’s General Counsel, Michelle Bryan, at +1 (703) 559-7118 or at michelle.bryan@intelsat.com.

Once again, please read this material very carefully. Thank you for your attention to this important topic.

Yours truly,

[Signature]

Stephen Spengler
Chief Executive Officer

Enclosure
INTELSAT S.A.

SECURITIES TRADING POLICY

I. Purpose

To describe the standards concerning the handling of non-public information relating to Intelsat S.A. and its subsidiaries, including, but not limited to Intelsat Connect Finance S.A., Intelsat (Luxembourg) S.A. and Intelsat Jackson Holdings S.A. (the “Company”), and transactions in securities of the Company.

II. Persons Affected and Prohibited Transactions

This Policy applies to directors, executive officers, other officers and employees of the Company. Please note that the general prohibitions apply to all directors, officers and employees of the Company, while the restrictions set forth in Part V (blackout periods) and Part VI (pre-clearance) apply only to directors, executive officers and certain designated officers and employees. For purposes of this policy “executive officers” are those persons listed as such in the Company’s public filings with the SEC. If you are unsure whether you are subject to the restrictions set forth in Parts V or VI, please contact the Company’s General Counsel or his or her designee.

The same restrictions described in this Policy also apply to your spouse, minor children and anyone else living in your household, partnerships in which you are a general partner, trusts of which you are a trustee or which you otherwise control, estates of which you are an executor and investment funds or other similar vehicles with which you are affiliated (collectively “Related Parties”). You will be responsible for compliance with this Policy by your Related Parties.

For purposes of this Policy, references to “trading” or to “transactions in securities of the Company” include purchases or sales of Company stock, bonds, options, puts and calls, derivative securities based on securities of the Company, gifts of Company securities, loans of Company securities, hedging transactions involving or referencing Company securities, contributions of Company securities to a trust, sales of Company stock acquired upon the exercise of stock options, broker-assisted cashless exercises of stock options, market sales to raise cash to fund the exercise of stock options and trades in Company stock made under an employee benefit plan, such as a 401(k) plan.

III. Policy Statement

If a director, officer or employee has material nonpublic information (as further discussed below) relating to the Company, it is our policy that neither that person nor any Related Party:

- may effect transactions in securities of the Company (other than pursuant to a pre-arranged trading plan that complies with Rule 10b5-1 (“Rule 10b5-1”) under the Securities Exchange Act of 1934, as amended (the “Exchange Act”) as described in Part VII below) or engage in any other action to take advantage of that information, or
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- may pass that information on to any person outside the Company or suggest or otherwise recommend that any such person outside the Company effect a transaction in securities of the Company or engage in any other action to take advantage of that information.

Notwithstanding the provisions in this Policy, this Policy does not restrict a director, officer or employee from effecting a transaction in securities of the Company with a party that is in possession of the same material nonpublic information as the director, officer or employee, as the case may be, provided, however, the General Counsel or his or her designee provides prior approval of any such proposed transaction; and provided further that the foregoing shall not be construed to permit any person to disclose any material nonpublic information in violation of the other terms and conditions of this Policy or any other duty to the Company.

This Policy will continue to apply after termination of employment or service with the Company to the extent that a former director, officer or employee is in possession of material nonpublic information at the time of termination. In such case, no transaction in securities of the Company may take place until the information becomes public or ceases to be material. Note that material nonpublic information received from any person, including a current or former director, officer or employee, will qualify as material nonpublic information despite the source of such information.

This Policy also applies to information obtained in the course of employment with, or by serving as a director of, the Company, relating to any other company, including:

- our customers, clients or suppliers,
- any entity with which we may be negotiating a major transaction or business combination, or
- any entity as to which we have an indirect or direct control relationship or a designee on the board of directors.

No director, officer or employee may effect transactions in the securities of any such other company while in possession of material nonpublic information concerning such company that was obtained in the course of employment or service with the Company.

Transactions that may be necessary or justifiable for independent reasons (such as the need to raise money for an emergency expenditure) are no exception. Even the appearance of an improper transaction must be avoided to preserve our reputation for adhering to the highest standards of conduct.

Material Information. “Material information” is any information that a reasonable investor would consider important in a decision to effect a transaction in securities of the Company. In short, it is any information that could reasonably affect the price of such securities. Either positive or negative information may be material. Common examples of information that may frequently be regarded as material are:

- projections of future earnings or losses, or other guidance concerning earnings;
the fact that earnings are inconsistent with consensus expectations;
projections of capital expenditures;
a pending or proposed merger, joint venture, acquisition or tender offer;
a significant sale of assets or the disposition of a subsidiary or business unit;
changes in dividend policies or the declaration of a stock split or the offering of additional securities;
changes in senior management or other key employees;
significant new products or services;
significant legal or regulatory exposure due to a pending or threatened lawsuit or investigation;
significant satellite anomalies or cybersecurity incidents;
impending bankruptcy or other financial liquidity problems;
changes in legislation affecting our business; and
the gain or loss of a substantial customer, client or supplier.

20-20 Hindsight. Remember, if your transaction in securities of the Company becomes the subject of scrutiny, it will be viewed after-the-fact with the benefit of hindsight. As a result, before engaging in any transaction you should carefully consider how regulators and others might view your transaction in hindsight.

Tipping Information to Others. Whether the information is proprietary information about the Company or other information that could have an impact on the price of the Company’s securities, directors, officers and employees must not pass the information on to others. Penalties will apply whether or not you derive, or even intend to derive, any profit or other benefit from another’s actions.

When Information is Public. You may not trade on the basis of material information that has not been broadly disclosed to the marketplace, such as through a press release or a filing with the U.S. Securities and Exchange Commission (the “SEC”), and the marketplace has had time to absorb the information. As a general rule, information should not be considered fully absorbed by the marketplace until the end of the second business day after the information is released. Thus, if information is released on a Monday, trading should not take place until Thursday. However, if the information in question is contained in a regular quarterly earnings release and the release is issued prior to the opening of the market on a given day, trading may take place on the second business day following the day of release.

Transactions under Company Plans. Although the restrictions in this Policy do not generally apply to the exercise of employee stock options (other than cashless exercises as described below), they do apply to the sale of common shares received upon exercise. The trading restrictions apply however to the sale of common shares as part of a broker-
assisted cashless exercise of a stock option and the market sale for the purpose of raising cash to fund the exercise price of an option or the related taxes. In addition, the trading restrictions do not apply to the vesting of restricted share awards or the related exercise of a tax withholding right pursuant to which the holder elects to have the Company withhold shares to satisfy tax obligations; the trading restrictions do apply, however, to any market sale of restricted shares.

The trading restrictions also apply to the following elections under a 401(k) plan (if and when the Company makes Company securities an investment alternative under our 401(k) plan):

- increasing or decreasing periodic contributions allocated to the purchase of Company securities;
- intra-plan transfers of an existing balance in or out of Company securities;
- borrowing money against the account if the loan results in the liquidation of any portion of Company securities; and
- pre-paying a loan if the pre-payment results in allocation of the proceeds to Company securities.

Confidentiality Obligations. The restrictions set forth in this Policy are designed to avoid misuse of material nonpublic information in violation of the securities laws. These restrictions are in addition to, and in no way alter, the general obligations that each director, officer and employee of the Company has to maintain the confidentiality of all confidential or proprietary information concerning the Company and its business, as well as any other confidential information, that may be learned in the course of service or employment with the Company. No such information is to be disclosed to any other person in the Company, unless there is a clear business need for that person to know that information, and no such information may be disclosed to any third parties, except as required or otherwise contemplated by your function or position.

IV. Additional Prohibited Transactions

Due to the heightened legal risk associated with short-term or speculative transactions involving the Company’s securities, it is the policy of the Company that directors, officers and employees of the Company, and their Related Parties, are prohibited from engaging in any of the following activities with respect to securities of the Company:

1. Purchases of stock of the Company on margin.
2. Pledging Company securities as security for margin accounts.
3. Short sales (i.e., selling stock you do not own and borrowing the shares to make delivery). The SEC effectively prohibits directors and officers from selling Company securities short. This Policy is simply expanding this prohibition to cover all employees.
4. Buying or selling puts, calls, options or other derivatives in respect of securities of the Company.
5. Hedging or monetization transactions, including prepaid variable forward contracts, equity swaps, collars, exchange funds, or any transactions that hedge or offset, or are designed to hedge or offset, any decrease in the market value of Company securities.

V. Blackout Periods – For Directors, Executive Officers and Certain Other Personnel with Access to our Results

The Company’s announcement of quarterly financial results has the potential to have a material impact on the market for the Company’s securities. Therefore, in order to avoid any appearance that its directors, officers, employees and other insiders are trading while aware of material nonpublic information, all directors, executive officers and certain other persons who are or may be expected to be aware of quarterly financial results of the Company will be subject to quarterly blackouts on trading.

The Company has established the following “blackout periods” in relation to the publication of its annual and quarterly results: (a) the period commencing fourteen days prior to the end of each calendar year and ending on and including the second trading day after public announcement of the Company’s annual financial results; (b) the period commencing fourteen days prior to the end of each calendar quarter and ending on and including the second trading day after public announcement of the Company’s financial results for such quarter; and (c) for directors and executive officers, to the extent and during the periods as the General Counsel or his or her designee may direct, including as required by the SEC’s Regulation BTR. For example, under subsection (a) or (b), if the public announcement of the Company’s financial results occurs on a Monday afternoon, trading should not take place until Thursday morning.

During these blackout periods, the following persons and their Related Parties are prohibited from effecting transactions in securities of the Company (except as otherwise expressly provided below):

- directors and their personal assistants;
- executive officers and their personal assistants;
- all employees with the title of Vice President and above, and other employees designated and notified by such individuals after consultation with the General Counsel or his or her designee; and
- any other person designated and notified by the General Counsel or his or her designee.

You should be aware that the blackout periods described above may be modified by the Company at any time. In addition, the Company may from time to time determine that effecting transactions in securities of the Company is inappropriate at a time that is outside the blackout periods and, accordingly, may notify you of additional interim blackout periods at any time. For example, a short blackout period may be imposed shortly before issuance of interim earnings guidance. Those subject to blackout period requirements will receive notice of any modification by the Company of the closed period policy or of any additional prohibition on trading outside of a quarterly blackout period. Persons subject to
the blackout period restrictions who terminate their employment with the Company during a blackout period will remain subject to the restrictions until the end of such period.

The prohibition described in this Part V shall not apply to gifts of Company securities and contributions of Company securities to a trust so long as the pre-clearance requirements of Part VI below are complied with. The General Counsel or his or her designee may, on a case-by-case basis, authorize effecting a transaction in Company securities during a blackout period if the person who wishes to effect such a transaction (i) has, at least two business days prior to the anticipated transaction date, notified the Company in writing of the circumstances and the amount and nature of the proposed transaction and (ii) has certified to the Company that he or she is not in possession of material nonpublic information concerning the Company.

See Part VII below for the principles applicable to transactions under Rule 10b5-1 plans.

VI. Pre-Clearance of Securities Transactions

To provide assistance in preventing inadvertent violations of the law (which could result for example, from failure by directors and officers subject to reporting obligations under Section 16 of the Exchange Act) and avoiding even the appearance of an improper transaction (which could result, for example, where an officer engages in a trade while unaware of a pending major development), we are implementing the following pre-clearance procedures:

All transactions in securities of the Company by the following persons and their Related Parties must be pre-cleared with the Company’s General Counsel or his or her designee:

- directors and their personal assistants;
- executive officers and their personal assistants;
- all employees with the title of Vice President and above, and other employees designated and notified by such individuals after consultation with the General Counsel or his or her designee; and
- any other person designated and notified by the General Counsel or his or her designee.

Persons subject to these restrictions should contact the General Counsel or his or her designee at least two business days (or such shorter period as the General Counsel or his or her designee may determine) in advance and may not effect any transaction subject to the pre-clearance request unless given clearance to do so, which clearance, if granted, will be valid only for up to three business days following the approval date. If a transaction for which clearance has been granted is not effected (i.e., the trade is not placed) within such period, the transaction must again be pre-cleared.

To the extent that a material event or development affecting the Company remains nonpublic, persons subject to pre-clearance will not be given permission to effect transactions in securities of the Company. Such persons may not be informed of the
reason why they may not trade. Any person that is made aware of the reason for an event-specific prohibition on trading should in no event disclose the reason for the prohibition to third parties and should avoid disclosing the existence of the prohibition, if possible. Caution should be exercised when informing a broker or other person who suggested a trade that the trade cannot be effected at the time.

Note that the pre-clearance procedures may delay the purchase or disposition of any security.

As a reminder, directors and certain officers are subject to section 16’s short-swing profit rules and reporting requirements, which generally require transactions in Company securities to be disclosed in a Form 4 filing with the SEC within two business days of the transaction. Although the Company will help file any section 16 reports, each individual director and officer is responsible for the timing and content of his or her reports.

See Part VII below for the principles applicable to transactions under Rule 10b5-1 plans.

VII. 10b5-1 Plans

The SEC has adopted a safe harbor rule, Rule 10b5-1, which provides a defense against insider trading liability for trades that are effected pursuant to a pre-arranged trading plan that meets specified conditions (a “10b5-1 plan”). The trading plan must be properly documented and all of the procedural conditions of the Rule must be satisfied to avoid liability.

Rule 10b5-1 plans allow transactions for the account of a person subject to the blackout periods and pre-clearance procedures described above to occur during blackout periods or while the person has material nonpublic information provided that the person has previously given instructions or other control to effect pre-planned transactions in securities of the Company to a third party. There are limitations on when a person may establish a 10b5-1 plan, which must meet certain conditions and criteria. If you are interested in creating, modifying or terminating a 10b5-1 plan, you should contact the General Counsel or his or her designee for more information and to obtain the proper authorizations in advance.

VIII. Assistance

Any person who has any questions about this Policy or about specific transactions may contact the Company’s General Counsel or his or her designee. Remember, however, that the ultimate responsibility for adhering to this Policy and avoiding improper transactions rests with you. In this regard, it is imperative that you use your best judgment and to ask before acting if you are unsure.
STATEMENT OF ACKNOWLEDGMENT

You are being furnished with this Statement of Acknowledgement because you are a director, officer or designated employee who is subject to the blackout and pre-clearance procedures described in Parts V and VI of the Intelsat S.A. Securities Trading Policy. Please acknowledge your receipt and review of this Policy by signing this Statement of Acknowledgment and returning the signature by email or physical mail to the General Counsel’s office.

I have read and I understand the Intelsat S.A. Securities Trading Policy, and I agree to comply with all of its requirements. I understand that failure to do so can result in termination of employment, among other penalties.

Name: __________________________
Print Above

Signature: _________________________

Date: ___________________________